
Email Security Cloud for Analysts
Self-Paced Online Training

This entry-level course provides an overview of the features 
and detection capabilities of Trellix Email Security - Cloud. 
It also covers email policy and rule configuration, email 
quarantine and alert administration.

Learning Objectives
After completing this course, learners should be able to:

	� Review common email attack methods

	� Describe email security detection capabilities and benefits of Email 
Security - Cloud

	� Demonstrate knowledge of the email analysis process

	� Configure email settings and policies

	� If using Trellix Network Security, list steps for integration with Email 
Security Cloud and identify network and email correlated alerts

	� Find critical information on the dashboard

	� Access and manage alerts

	� Examine OS and file changes in alert details for malicious behaviors

	� Access and manage quarantined emails

	� Perform message searches using Email Trace

Who Should Attend
Security analysts and administrators responsible for the set up and management 

of Email Security - Cloud.

Course Outline
1.	 Introduction

Highlights

Duration

51 minutes 

Prerequisites

A working understanding of 
networking and network security, the 
Windows operating and file systems.

How to Register

This course is available for purchase at 
https://trellix-training.netexam.com

Visit Trellix.com to learn more.

About Trellix

Trellix is a global company redefining the future of cybersecurity. The company’s open and native extended detection and response (XDR) 
platform helps organizations confronted by today’s most advanced threats gain confidence in the protection and resilience of their operations. 
Trellix’s security experts, along with an extensive partner ecosystem, accelerate technology innovation through machine learning and 
automation to empower over 40,000 business and government customers.
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2.	 Email Policies and Rules 3.	 Alert Administration


